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Routine Activity

 What types of applications of existing or future 
functionality would encourage the routine use of 
DMIS on a daily basis? 

Alerting

Should regional/national alerts be offered on 

an opt-in, subscription basis? Or all 

regardless of relevance?



Using DMIS for Routine Activity

Why is this important?

 Regular use creates skilled operators

 Many big incidents start out as small, 
seemingly routine events

 Shared “battlespace” helps to reinforce existing 
Mutual Aid relationships

 Documented activities helps with funding requests

 Regular use minimizes software bugs and helps 
address other application conflicts, and maintains 
version control

 Users always find new ways to use good software



Why is DMIS the right approach?

 From the beginning, the intent was to offer 

under-funded street level users free software 

tools they could use daily for routine 

LE/FD/Hazmat/EM response. 

 The same system could be immediately

expanded to include State and Federal partners 

if the incident required a large scale response.

 DMIS is a bottom-up concept. Any system 

deployed by FEMA will require street-level 

acceptance to succeed.



What would encourage daily use?
 Simple installation and maintenance

 Security sufficient for SensUnclass/FOUO 

communications. (HTTPS/SSL)

 Visibility of all other users currently online.

 Chat and user-to-user email

 GIS tools that allow integration with locally owned 

GIS datasets

 Basic Resource typing capability

(Perhaps integrated with IRIS?)

 Incident records broken down by ESF

 Internal message board for non-incident related 

discussions (PHP BBS?)

 And of course….



Alerting

The ONLY thing you cannot bring in more of later 

to help respond to an incident is:

TIME.

If First Responders want to have additional  

resources available as soon as possible, 

Second and Third Responders need to be 

alerted to unfolding situations as soon as 

possible.



However, most other ESF’s often do NOT know immediately about 

significant local incidents that may affect them:

 ESF 1 Transportation

 ESF 2 Communications

 ESF 3 Public Works

 ESF 5 Information and 
Planning

 ESF 6 Mass Care

 ESF 7 Resource Support

 ESF 8 Health and Medical 
Services

 ESF 9 Urban Search and Rescue

 ESF11 Food Services

 ESF12 Energy

 ESF14 Media 

 ESF15 Volunteer Management

 ESF17 Animal Protection

 ESF18 Donations Management

 ESF19 Special Needs

Generally, these ESF’s hear promptly about new local incidents:

ESF16 Law Enforcement

ESF 4 Fire Service 

ESF10 Hazardous Materials



Second and Third Responders and 

Receivers need early warning of 

significant events. 

But not Routine Events.

 If the new system includes an Alerting capacity, it should 

be user customizable at the local events, and ESF 

specific for national events.

 Email remains the flexible medium, although SMS (Text 

messaging) is more reliable in high volume situations.

 For example, here is how privately run services operate:















Alerting configuration ideas

 Default set of message types according to 
user’s primary ESF

 Global alerts on Incidents of National 
Significance

 Ability to email up to three addresses per user

 CAP Compliant message formatting for cross-
platform use

 Notification of new information within DMIS 
that is above SensUnclass level

 New Alerts can be generated locally, but only 
by specially trained and authorized users.







 These are just examples. There are also 

many other public, commercial and 

governmental alerting systems are already 

in place.

 Any federal alerting system should utilize 

CAP, and have sufficient infrastructure 

and security for the task.



The Fantasy



The Expectation



The Reality



Washington, DC

ICE Mobile EOC

Cheyenne Mountain

HHS Secretary’s Operations Center (SOC) 

Homeland Security Operations Center (HSOC)

The State of the Art


